Axway Product Privacy Notice for AMPLIFY SecureTransport (Customer Managed)

Please read this Privacy Notice carefully to understand Axway policies and practices regarding how personal data may be collected and processed through AMPLIFY SecureTransport, and how the product processes that data.

The product is used by customers to transfer files from one point to another based on pre-defined policies. Files can be sent and received to persons or systems within the customer organization or their partners. Files are temporarily stored in the system as they are being processed. Information for each transfer is logged in server logs.

The product is offered as an on-premise solution that the customer manages, or in the Axway Managed Cloud.

This privacy notice covers the product offered as a Customer Managed solution.

SCOPE OF THIS PRODUCT PRIVACY NOTICE

This Privacy Notice applies solely to processing of personal data through AMPLIFY SecureTransport (Customer Managed) when you use the product.

Unless otherwise specified, this Privacy Notice does not apply to any other information processed in any other way (whether online or offline).


NO PERSONNAL DATA PROCESSED BY AXWAY

There is no personal data processing through AMPLIFY SecureTransport (Customer Managed) itself, even though personal data may be processed through other components of your AMPLIFY platform. Please refer to the corresponding Product Privacy Notice for personal data processing in other AMPLIFY components.

PERSONNAL DATA PROCESSED BY THE PRODUCT BY CUSTOMER

For each partner you wish to onboard on your AMPLIFY SecureTransport platform, the following information may be required:

- Identification of the partner (Name)
- Telephone numbers
- Email address
- IP-addresses

That information may be personal data if the identification of the partner and/or their email address is the name of a human being for instance.

Personal information such as email may be used to identify the customer’s administrative personnel and their partners. Personal information may also be contained in the file contents. In both cases, this is controlled by the customer and their partners.

AMPLIFY SecureTransport does not require other personal data or any sensitive data, if you choose to process personal or sensitive data through AMPLIFY SecureTransport, you warrant that you are duly authorized to process those data and that you do so lawfully in compliance with relevant legislation.

The files transferred by this product are created by customers and/or their partners, Axway has no control on content or storage of the files, this is up to the customer.

CHANGES TO THIS PRODUCT PRIVACY NOTICE

Axway will review and update this Privacy Notice periodically and will note the date of its most recent revision above. If we make material changes to this Privacy Notice, we will notify you either by prominently posting a notice of such changes prior to implementing the changes or by directly sending you a notification. We encourage you to review this Privacy Notice frequently to be informed of how Axway is collecting, using, retaining, protecting, disclosing, and transferring your information.