Vulnerability Disclosure Document

Overview

- Brief Vulnerability Description:

Description

- Software/Product(s) containing the vulnerability:
- Version number of vulnerable software/product:
- Type of Vulnerability, if known: (see https://cve.mitre.org/ site for list of common types of vulnerabilities)
- Type of Weakness, if known (see https://cwe.mitre.org/ site for list of weaknesses)
- Vulnerability Description:
- Location vulnerability was discovered
- Detailed description of the steps needed to reproduce the vulnerability (proof of concept scripts or screenshots are helpful)

Impact

- What is the impact of exploiting this vulnerability? (What does an attacker gain that the attacker didn’t have before?)

CVSS Score

- CVSS.3.0/AV:?/AC:?/PR:?/UI:?/S:?/C:?/I:?/A:? – 0.0 (LOW/MEDIUM/HIGH/CRITICAL)
- Provide the full CVSS vector, not only the score. If possible, provide guidance on the temporal and environmental metrics, not only the base metrics. See https://www.first.org/cvss/.

Vulnerability ID

- CVE ID for this Vulnerability (if applicable):
- Any other IDs (vendor tracking ID, bug tracker ID, CERT ID, etc.):

Workaround / Mitigation

- Please list any workaround or mitigation advice below:

Reporter

This vulnerability was reported/discovered by ____________.

Author and/or Contact Info

For more information or questions, please contact:

- Name:
- Organization:
- Email:
- PGP Public Key (ASCII Armored or a URL):

Disclosure Timeline

- Date of First Vendor Contact Attempt:
- Date of Vendor Response:
- Date of Patch Release:
- Disclosure Date: